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Correction to: Neural Computing and Applications (2022)
34:15099–15100
https://doi.org/10.1007/s00521-022-07535-4

Unfortunately, the Co-Guest Editors names were not listed

in the author group of the article.

The author names are now corrected as given below:

Sumarga Kumar Sah Tyagi

Elias Pimenidis

Sanjeev Jain

Will Serrano

The original article has now been corrected.

Publisher’s Note Springer Nature remains neutral with regard to

jurisdictional claims in published maps and institutional affiliations.

The original article can be found online at https://

doi.org/10.1007/s00521-022-07535-4.
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