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Abstract. Visualisation of social behaviour of members in online communities 
is a challenging issue. It provides holistic information on the behaviour of the 
community to the administrators/moderators and helps individual members in 
the community to monitor and analyse their own behaviour. This paper presents 
the design and implementation of a social trust visualisation service, called 
TrustVis, where the social trust is derived from the social behaviour of members 
in the community. One of the unique features of TrustVis is that it supports the 
faceted browsing and monitoring of members’ social behaviour based on activi-
ties, contexts, time and roles. TrustVis is implemented and deployed in an 
online community we are currently trialling in collaboration with a government 
department to deliver support services to welfare recipients during their transi-
tion back to work. We describe the look and feel and the working of TrustVis in 
our production environment.  

1 Introduction 

Recently, the Web has created a space for people to conduct social activities like 
meeting each other, exchanging ideas, dating potential partners or sharing experi-
ences. The emergence and popularity of many social network sites such as Facebook 
and LinkedIn have shown a phenomenal success of the Web in creating a social space 
for everyone. The term Social Web was coined by Rheingold to describe websites that 
support social interactions through web technologies [1]. Social networks can be clas-
sified into different categories based on the context of their application and use [2]. 
With respect to members’ participation, social networks can be public (open) or pri-
vate (by invitation only); with respect to applications, they can be either generic (no 
specific objective) or be targeted to realise some specific objectives. We have devel-
oped a specific member-only online community for a government agency which aims 
to deliver support services to welfare recipients during their transition back to work 
[3,4].    

Social networks are quite complex. It is thus difficult to have a holistic view of 
such networks as well as monitor and analyse them to extract meaningful information. 
Visualisation tools have been widely promoted to monitor social networks [5-8]. The 
concept of network visualisation is not new. It has been used to monitor and diagnose 
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computer networks [9-11]. In recent time, similar concepts have been used to analyse 
and monitor social networks. Examples of such tools include Social Network Visual-
iser (SocNetV)1, NetVis2 and Last Forward3. 

The design of social network visualisation tools can be categorised into two broad 
groups: analysis-centric design and application-centric design.  Analysis-centric de-
signs focus more on identifying degree and density of nodes in the network and are 
more or less generic in nature (or at least their theoretical models are generic). Pajek 
[12], Ucinet [13] and Tnet [14] are examples of analysis-centric visualisation tools. 
These tools offer a way of measuring network properties, such as cohesiveness, de-
gree centrality and friendships. Application-centric designs are driven by the specific 
needs of the application. The underlying analysis could still be borrowed from stan-
dard network analysis theory, but the visualisation is modelled by considering the 
requirements of the problem scenario. Examples of application-centric designs in-
clude Communication and Activity Visualisation for the Enterprise (CAVALIER) [5], 
student interaction visualisation in online communications [8] and editing behaviour 
visualisation of Wikipedia editors [15]. From these observations, we come to the fol-
lowing conclusions: visualisation tools are designed to analyse specific properties of 
the networks. Hence, they are either unsuitable or cannot be used directly to analyse a 
new property that is not supported (such as social trust); and visualisation tools are 
designed with a specific application in mind and are not generic enough to be mi-
grated to new applications, as each application brings its own challenge and features 
(such as an online community for welfare recipients). 

We have implemented and deployed an online community to support parents re-
ceiving welfare payments so that they can meet parents in similar situation. The pur-
pose of the online community is to provide both emotional and informational support 
to them during the period of their transition from welfare to work. One of the key 
research questions we are considering is how to build social capital in the community 
through social trust. In our research, the social capital is the density of interactions 
that benefit the community, and social trust represents the positive interactions be-
tween members in the community. Since our application domain has a specific prop-
erty (i.e., social trust), it has different visualisation needs than those encountered in 
other online communities. For this reason, we cannot simply adapt an existing visuali-
sation tool and deploy it. Furthermore, none of the existing social network visualisa-
tion tools support the visualisation of contextualised social behaviour and social trust. 
Hence, there is a need to build a visualisation tool. 

Visualisation of social trust in our community is complex and multi-dimensional.  
In addition to aesthetic and layout aspects, the visualisation tool must support a  
number of different functionalities. First, it has to allow one to visualise the network’s 
interactions in different contexts (e.g., Discussion Forum and Livechat). We define a 
context as the environment in which an interaction takes place. Second, it has to allow 
one to visualise the network based on different user activities such as rating,  

                                                           
1 http://socnetv.sourceforge.net/ 
2 http://www.netvis.org/index.php 
3 http://lastforward.sourceforge.net/ 
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commenting or inviting others to be friends.  Third, it has to support temporal filter-
ing so that one can visualise the network at different time intervals. Fourth, it has to 
support the exploration of network so that one can find information about nodes and 
edges including social trust of specific individuals by navigating though the network 
without much difficulty. Finally, the visualisation should incorporate role-based ac-
cess to information to preserve privacy and offer different views to people with dif-
ferent roles so that members and administrators can use the same, but have different 
views of the network.  In order to incorporate these requirements, we have developed 
and implemented a novel social trust visualisation tool, called TrustVis. It supports 
faceted browsing and monitoring of social behaviours of the members in the commu-
nity and has been implemented as a service.  

The rest of the article is organised as follows: Section 2 presents the context of the 
work in terms of the application and network property in relation to social trust. Ap-
plication specific requirements are explained in Section 3. Section 4 illustrates the 
design and implementation of TrustVis. Section 5 presents a brief review of related 
work. The final section presents the concluding remarks and some possible future 
work. 

2 Context 

We define the context of our work on TrustVis along two dimentions. First, we out-
line our application scenario, and then, we provide specific information on social 
trust, a new network property that needs to be supported by TrustVis.  

2.1 Application  

We have built and deployed an online community to deliver government services to 
citizens as a trial for 12 months [3,4].  In this community, membership is by invita-
tion only, i.e., specific individuals (individuals receiving a specific type of welfare 
payments and required to look for work) are invited to join the community. This 
group is in a transition phase, being asked (by legislation) to move from one type of 
welfare payment to another. The identity of the community members is kept anony-
mous (i.e., members present themselves with an avatar and a name of their choice). 
Members have also an individual profile, through which they can choose to disclose 
what they want to others.  

The aim of the community is several fold.  First, it is a place for the government to 
target its information and services when dealing with a specific target group of wel-
fare recipients. Second, it is to bring people with the same concerns together, hoping 
that they will share experiences, ideas and tips, thus providing social, emotional and 
moral support to each other. Although they are all strangers to each other, they all 
share the same situation and concerns.  Third, it is a space in which we invite indi-
viduals to go on a reflection journey, in order to better prepare them for the transition 
and their return to work.  
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2.2 STrust: Social Trust Model  

TrustVis is designed to help explore the social behaviour of the community members. 
It relies on an underlying social trust model, STrust[16], that computes trust based on 
interactions between community members. STrust has three unique features. First, it 
distinguishes three trust types: 1) the popularity trust (PopTrust) that captures the trust 
that an individual member has received from other members in the community; 2) the 
engagement trust (EngTrust), which reflects the trust that an individual member has 
about other members in the community; and, 3) the social trust (STrust), that com-
bines the popularity and engagement trust. The second feature of the STrust model is 
that it considers both active and passive behaviour of members. Active behaviour 
refers to actions that generate: (a) content for other members in the community to 
consume (e.g., Contributions to Forum, Livechat, etc.), and (b) actions that require 
other members to act (e.g., invite somebody to be a friend). Passive behaviour refers 
to actions that do not generate any content or actions for other members (e.g., visiting 
the community, reading posts, reading Livechat content, etc.). The third feature of the 
model is that it considers online communities as two mode social networks, where 
nodes in the networks can be classified into two types: active and passive. Active 
nodes are those that can engage in the community (typically, people), while passive 
nodes are those that cannot engage in the community (i.e., they do not have engage-
ment trust), such as articles and posts.  Our current implementation of TrustVis con-
siders only active nodes. Interactions with passive nodes are treated like active node 
interactions by removing the intermediate passive node and linking directly the mem-
bers interacting with the passive node (the activity is then grouped as Same Interest).  

We now describe the computational aspect of STrust. Let M be the total number of 
members in the online community. Let mi and mj represent the members of the com-
munity. If a member mj has a positive interaction with a member mi, the interaction is 
represented as “+”. Similarly, the negative interaction is represented as “-”.  The 
popularity trust (PopTrust) of a member mi is then defined as:  
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ijPT  represents the positive and negative popularity interaction 

a member mi has with a member mj with respect to an activity d in the context k.  
Similarly, the engagement trust (EngTrust) of a member mi is defined as: 
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with +kd
ijET  and −kd

ijET  representing the positive and negative engagement interac-

tions between members mi and mj respectively. 
A member in the community may be involved in a number of activities related to a 

single context. For example, a member may comment, rate and/or view a post in the 
forum. Here, the forum represents the context, and commenting, rating and viewing 
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are considered as activities. It is possible for each activity and context to have differ-

ent weights. dw  represents the weight for activity d and  1= dw . kw  represents 

the weight for context k and  1= kw .  We need to consider this while evaluating 

positive and negative engagement and popularity interactions. Thus, the weights for 
positive and negative popularity and engagement interactions are defined as follows: 
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Here, K represents the number of contexts, D the number of activities in each context, 
and X represents the number of interactions related to the activity and context. The 
social trust (STrust) of an individual member mi in the community is then given by:  

)().1()(.)( iii mEngTrustmPopTrustmtSocialTrus αα −+=  

Where α  represents the value of a weight in the range of 0 to 1. If alpha is 1, the 
social trust of an individual indicates how much other members in the community 
trust him or her. For further details on trust model, we refer the readers to our earlier 
work in [17,16]. 

3 Social Trust Visualisation Requirements  

In the introduction, we have listed several unique requirements of our application. In 
the following, those requirements are explained with a few examples to provide a 
better understanding of the requirements for TrustVis.  

Context Filter: A requirement for TrustVis is to be able to offer a contextual filter for 
the community members’ social behaviour. A context in our model refers to a setting 
where specific interactions take place. We have defined a range of contexts. This 
includes the forum (where members post, rate and comment), the resource section 
(where members can read and rate information), the activity pages (where members 
work on some guided tasks such as identifying skills, writing resume, identifying 
barriers to work and studies, etc), the buddy program (where members socialise with 
each other sending and accepting invitations), the media page (where members can 
watch videos and listen to audio resources) and the Livechat room (where members 
can have live discussions with experts). 

Activity Filter: Each of the contexts outlined above can have multiple activities asso-
ciated to them, such as rating, commenting, viewing, etc. Therefore it is important for 
TrustVis to be able to filter the social behaviours of the members on the basis of such 
activities.  

Temporal Filter: Online communities such as ours evolve over time. Thus, being 
able to filter social behaviour on the basis of time offers an interesting analysis of the 
network. By including a temporal filter, TrustVis  presents the visualisation of se-
lected activities in particular contexts for specific dates or periods of time. 
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Information: TrustVis displays the computations from the social trust model STrust. 
Since STrust as well as the context and activity filters are unique to our application, 
there is a requirement for the visual representation to be able to capture right informa-
tion and present them at right places. This includes displaying of trust and all other 
interactions of members at appropriate locations.  

Aesthetic and Layouts: An important aspect of any visualisation is aesthetic of the 
representation of different information. TrustVis supports multiple layouts and is easy 
to use. For example, TrustVis offers avatar-based view of members with drag-able 
nodes supporting multiple layouts. Related information is provided at designated 
space as well as on mouse over.  

Roles: TrustVis is required to support role-based views for both community adminis-
trators/moderators and individual members. We provide a holistic view of the com-
munity (called the System View) to the administrators/moderators (referred later as 
systems users) whereas individual members are only able to access information about 
their social behaviour (called the  User View). 

Based on these requirements, we designed and implemented the trust visualisation 
service, TrustVis, the details of which are outlined in the following section.  

4 Service Design and Implementation 

Fig. 1 shows a high level architecture focusing on TrustVis components. 

 

Fig. 1. A High-Level System Architecture Showing the Trust Visualisation Components 

User data consist of the data relevant to users (that includes both community mem-
bers and system users) such as their screen name and profile. This includes user roles. 
We currently distinguish two user roles: a system user or a community member. As 
outlined in the requirements, this distinction is necessary as each of these types of 
users need to see different aspects of the visualisation and can take part in different 
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activities and contexts. Interaction data consist of all active and passive interactions of 
users. This includes all possible activities in all possible contexts.  We extract rele-
vant data from interaction data and user data and create a visualisation data. The trust 
computation component implements the STrust model described earlier and computes 
the different types of trust values. The purpose of the scheduler is to schedule the trust 
computation. In our current implementation, the scheduler computes trust values once 
a day. This constraint was put to increase the efficiency of the visualisation service. 
Trust computation is time and resource demanding and this aspects should not limit 
the visualisation aspect.We plan to improve this aspect in future by optimising the 
trust algorithms.   

TrustVis has been deployed as an applet in the community, and GraphML has been 
used as a file format for graphs. Users of the system interact with this service to get 
the visual output to query the system for information. The Visualisation Data Service, 
as an intermediate layer, captures user requests to query required information from the 
underlying visualisation data (refer Figure 1). In addition to serving the visualisation 
data, user data and interaction data also provide necessary information to other ele-
ments of the online community, such as the online community user interface. The 
online community has been developed using the Liferay4 platform, and TrustVis is 
developed using JUNG5.  

Fig. 2 presents the user interface of TrustVis for community members. In this view, 
the display area presents the network representing the member’s social behaviour. 

 

Fig. 2. TrustVis User Interface 

                                                           
4 http://www.liferay.com/ 
5 http://jung.sourceforge.net/ 
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There are limitations in the amount of information available in this view. Specific 
trust values are not available to community members. Members are presented with 
high level information such as their total number of incoming and outgoing interac-
tions with other community members in different contexts. Fig. 3 presents samples of 
member and link information available to community members. Activity, Context and 
Temporal filters are enabled in this view. 

 

Fig. 3. Network Information in User View 

Fig. 4 shows an expanded view of the activity and context filters (there are a total 
of 8 activities and 8 contexts, and not all activities are applicable to all contexts). Us-
ers can  select any of the members or the links between them to see the details of the 
interactions. Members in the user view are represented by their avatars and the net-
work can be resized by dragging the avatars. Negative interactions such as negative 
ratings and cancellations of invitations appear as red links while all other positive 
interactions appear as blue. The thickness of the links is proportional to their values. 
The greater the value the thicker the link appears in the graph. 

 

Fig. 4. Expanded view of the Activity and Context Filter 

In addition to what is available in the user view, the system view presents more de-
tails about members. This enables administrators/moderators to monitor the commu-
nity more effectively. This view consists of the whole network with the capability to 
click on individual members and check their exclusive network. Fig. 5 shows a  
sample network display and the information available on members and their links, 
including trust values calculated using the STrust model.  

System users are also able to select nodes and remove them from the visualisation 
to see the effect of an individual member on the whole community. In addition, they  
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Fig. 5. System View of the Network and Related Information 

can check the nodes that have not had any interaction with other members in the 
community yet.  

5 Related Work 

Visualisation and measurement as central factors to the growth of social network 
analysis offer investigators new insights of network structure [6]. Node-link (points 
and lines) and matrix based representations are the two distinct form of display used 
in visualisation of social networks since the early 1930s [7] [6]. To offer better visu-
alisation and analysis capabilities, hybrid approaches have also been used in recent 
time. For example, NodeTrix [18] has been developed to use node-link diagrams to 
show the global network structure, and adjacency matrix to support the analysis of 
local communities [19]. Analysis of social networks can provide useful information 
about its actors, roles and positions of actors in the community to name a few [20] 
[18]. Pajek [12], Ucinet [13] and Tnet [14] support node-link based and adjacency 
matrix based social network analysis.   

Recently, online social networks have gained tremendous popularity leading to an 
explosive growth in the degree and density of interactions over social networks. 
While the underlying theory of analysis could still be supported by established princi-
ples of network analysis, there is clearly a need to identify better visualisation tech-
niques as required by the context of application. Vizster [7] has been developed over 
the node-link layout, but with several customisations to better support visual inter-
connectivity between graphs and with features to automatically identify and visualise 
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community structures. The resulting tool was used to visualise 1.5 million Friendster 
crawl. Xiong and Donath [21] argue that traditional social network analysis based 
visualisation, being fairly complex, are more useful to analysts than for an average 
user who just intends to get a sense of connectedness in the community. They have 
proposed an interesting visualisation, called data portrait, that uses a flower metaphor 
for individual portraits and garden metaphor for combining the portraits to represent 
an online interaction environment. Viegas and Donath [22] propose an alternative 
approach for visualisation of social networks representing the frequency of connec-
tions over time (referred to as PostHistory). In contrast to graph visualisations that 
demonstrate the strength of connections between members in a social network, this 
visualisation depicts the frequency of connections between the members. Their work 
underlines that current depictions of social networks have shortcomings and that there 
is a need to find alternate ways to visualise online social networks.  

Visualisation of trust over online communications is also an interesting area of re-
search. O'Donovan et al [23,24] propose a model that extracts negative information 
from the feedback comments on eBay, computes personalised and feature-based trust 
and presents this information graphically. The graph shows the trust value and the 
trust strength calculated based on the number of transactions/comments between two 
users. In [25], the authors propose a trust-based visualisation of cooperation context 
between members. Bimrah et al. [26] propose a visualisation language for trust related 
requirements elicitation.  

In line with this body of work, we have also used the traditional node-link repre-
sentation in TrustVis to visualise the social behaviour of the members in our online 
community. However, other requirements of TrustVis have originated from the appli-
cation’s needs and the social trust model.  These requirements provide us with an 
opportunity to invent a unique way of visualising social trust and behaviours based on 
three filters: context, activities and time. 

6 Conclusion and Future Works 

In this paper, we described the design and implementation of a trust visualisation 
service, called TrustVis.  We deployed TrustVis in an online community that we 
developed in collaboration with a government agency with the aim of providing in-
formational and emotional support services to welfare recipients transitioning back to 
work. Due to the inherent requirements of our online community, existing methods of 
visualisation were either too complex or not sufficient enough to capture the social 
trust and behaviour requirements we needed. This motivated the development of 
TrustVis. The key feature of TrustVis is that it enables users to visualise social trust 
and behaviours using three types of filters: context, activities and time. These three 
features together offer a unique experience to administrators/moderators and to indi-
vidual community members.  In the future, we intend to extend TrustVis in the fol-
lowing directions: (a) we plan to include both active and passive nodes in TrustVis by 
providing a functionality to convert a three-mode network to a two-mode network; (b) 
we plan to provide the provenance of trust by providing the functionality to drill down 
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from the interaction level to the level of activities and contexts; (c) we plan to extend 
TrustVis to a full-fledged faceted monitoring service including other activities and 
contexts such as individual activities like login; and (d) we plan to conduct a usability 
evaluation of TrustVis.  
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